**Defensive 100 - Trend Micro CTF Writeup**

**Introduction:** Defensive 100 was a medium 100 point reverse engineering challenge that was part of the 2015 CTF organized by the Japanese security firm Trend Micro. This writeup was made possible using resources from the [CTF Wiki](https://github.com/ctfs/write-ups-2015/tree/master/trend-micro-ctf-2015/analysis/defensive-100)as well as an external writeup by [Capture The Swag](http://capturetheswag.blogspot.com.au/2015/09/trend-micro-ctf-vonn-analysis-defensive.html)**.** Although I did not personally participate in the CTF I found this problem to share a few similarities with malware out in the real world.

**Task:** Retrieve the flag from the binary.

**Tools:** We’ll be using several tools to solve this challenege.